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Introduction


During the last forty years, a network called PSTN (Public Switched Telephone Network) has been deployed throughout the World, initially made to provide a phoning service. In parallel, Internet-like networks based on the IP protocol have been growing exponentially, but they follow an opposite conception : made to carry data, they do not offer any guaranty of delivering or delay. However, phoning over these networks would present many advantages, one of which is a very low cost.

In this paper, we will study Voice over IP (VoIP), which is the ability to phone using IP networks. First we will introduce VoIP, looking at the main objectives and problems. Then we will present a few existing VoIP protocols for call establishment. The second chapter discusses the problem of quality in IP networks and presents a few protocols that give a solution to this lack of guaranty. Finally we will describe an example of SIP architecture that would be able to provide quality of service in telephony over IP.

A few implementations of these protocols are described in the annexe.

Voice over IP

Introduction


There are mainly two techniques for two interlocutors to talk [I]. On the one side, the circuit-mode telephony, like the PSTN. It consists in opening a communication canal between two persons and  reserving the full bandwidth for these two persons. Even if you do not talk, the bandwidth is used and lost. No matter which transport method is used, the logic remains connexion-oriented. Telephony over ADSL is one of these techniques because it uses ATM (Asynchronous Transfer Mode) as transport mode. Thus it is circuit telephony and it is not that far from classical telephony of the PSTN.

On the other side, the packet mode initiates a session – not a connexion – between two users. The network then has a certain level of bandwidth which may be fully used. It means that the network is no longer reserved for the two users. The voice of the users is modulated in data packets sent over the network. Several persons can then dialog during the same time on the network, as long as the bandwidth is not overloaded. 

We are interested in the second way of phoning : in packet mode.

Aim

The aim of voice over IP is to apply to voice the treatment made to the data packets travelling through Internet, using IP protocol. 3 types of VoIP connexion are possible [VI]
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[III]
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[VIII] :

- if both correspondents have a PC (with the necessary equipment like a microphone, headphones…), they will be able to communicate provided that they know each other’s address. This technology was introduced in 1995 by VocalTec ;

- if a PC user A wants to call a person B using a phone, he must use a service provider like Net2Phone on the Internet. This provider sets a gateway between Internet and the PSTN ;

- if both users have a phone, the gateway model is reproduced for the two phones. The two gateways inter-communicate using an Internet-like network.

Benefits and stakes

The benefits of VoIP technology can be summarized as follows  [XVI] :

- Cost Reduction. Instead of having both a computer network and a circuit-switched telephone network, an enterprise could use VoIP to merge both networks into one. Reducing long distance telephone costs would provide a good reason for introducing VoIP. Indeed, flat rate pricing is available with the Internet and can result in considerable savings for voice. 

- Simplification. Merging networks would also simplify the administration. In particular, VoIP may enable the creation of new services using voice and other data types, like unified messaging…

An integrated infrastructure that supports all forms of communication

allows more standardization and reduces the total equipment investment. This combined infrastructure can support dynamic bandwidth optimization. 

- Consolidation. In the enterprise, system management can be provided for both voice and data services using VoIP. Universal use of the IP protocols for all applications provides both reduced complexity and more flexibility and also related facilities such as directory services and security services may be more easily shared.

- Advanced Applications. Even though basic telephony is the initial application for VoIP, the longer term benefits are expected to be derived from multimedia and multi-service applications. For example, Internet commerce solutions can combine WWW access to information with a voice call button that allows immediate access to a call centre agent from the PC. Needless to say, voice is an integral part of conferencing systems that may also include shared screens, whiteboarding (sharing and editing document, photos and drawings with others in real-time), etc. Combining voice and data features into new applications will provide the greatest returns over the longer term.

Moreover, VoIP uses about ten times less bandwidth than classical telephony.

Problems

The main problem is the communication quality, which is still not optimal. As Internet is natively best-effort, you may experience long delays that would make you talk each one after each other. You may even lose parts of words, that corresponds to lost packets. These problems are studied in [IX] inside Sprint network, and [X]
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[XLVI] in the Internet.

VoIP protocols

[XIX] specifies which functions or characteristics a signalling protocol for voice communication should be capable of performing. They are :

- User Location Function. It is essential that the Caller should be able to locate the Callee with the User Location Function. The Callee could be at different places at different times and he/she could be reached by several means (e.g. Callee’s PC or Mobile Phone or traditional Landline Phone) simultaneously. For terminals with no permanent IP addresses, the Dynamic Host Configuration Protocol (DHCP) is used to assign temporary IP addresses to them.

- Session or Call Establishment Function. This function basically allows the Callee to reject, accept or forward the call to another person or any other communication devices or tools like the emails or the voice mail services.

- Session Negotiation Function. This function is also known as the Session Capabilities Exchange Function whereby all the call participants involved in a session agree on a set of session parameters so that different media can take place in multicast or unicast format. These media streams usually require different speech and video compression algorithms.

- Call Participant Management Function. This function manages the call participants joining in or leaving a session.

- Feature Invocation. Certain call features like hold and transfer require communication between the call participants.
We will study 3 VoIP protocols offering these functions. The first two protocols use the architecture illustrated on Figure 1, coming from [XIII] :
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Figure 1 : H.323 and SIP protocol stack
We are interested in signalling protocols for call establishment. The first protocol on the left is H.323. We will later have a look at the SIP/SDP stack. As we see here, both protocols are based over IP, whatever physical layer we use. Concerning the transport layer, H.323 uses TCP, whereas SIP/SDP is mainly used with UDP, even if it is independent of the transport protocol.

H.323

Introduction

The Internet industry is tackling the problems of network reliability and sound quality on the Internet through the gradual adoption of standards. In May 1996, the International Telecommunications Union (ITU) ratified the H.323 specification, which defines how voice, data, and video traffic will be transported over IP networks ; it also incorporates the T.120 data-conferencing standard. The recommendation is based on the real-time protocol/real-time control protocol (RTP/RTCP) for managing audio and video signals.

H.323 addresses the Internet-telephony applications by defining how delay sensitive traffic, (i.e., voice and video), gets priority transport to ensure end-to-end real-time communications service over the Internet (the H.324 specification defines the transport of voice, data, and video over regular telephony networks, while H.320 defines the protocols for transporting voice, data, and video over ISDN networks).
H.323 is a set of recommendations, one of which is G.729 for audio codecs, which

the ITU ratified in November 1995. 

H.323 specification

[XIV] provides a list of protocols used in H.323 :

	Signalling

	H.323 V2 
	ITU 
	Packet-based multimedia communications systems 

	H.225.0 
	ITU 
	Call signalling protocols and media stream packetization for packet-based multimedia (includes Q.931 and RAS) 

	H.225.0 Annex G 
	ITU 
	Gatekeeper to gatekeeper (inter-domain) communications 

	H.245 
	ITU 
	Control protocol for multimedia communications 

	H.235 
	ITU 
	Security and encryption for H-series multimedia terminals 

	H.450.x 
	ITU 
	Supplementary services for multimedia (call transfer, diversion, hold, park and pickup, call waiting, message waiting) 

	H.323 Annex D 
	ITU 
	Real-time fax using T.38 

	H.323 Annex E 
	ITU 
	Call connection over UDP 

	H.323 Annex F 
	ITU 
	Single-use device 

	T.38 
	ITU 
	Procedures for real-time group 3 facsimile communications over IP networks 

	T.120 series 
	ITU 
	Data protocols for multimedia conferencing 


	Encoding

	Pulse Code Modulation (PCM) Variants: 
	

	G.711 
	ITU 
	Pulse Code Modulation (PCM) 48 to 64kbps 

	G.722 
	ITU 
	Sub-band ADPCM 

	G.726 
	ITU 
	Adaptive Differential PCM (ADPCM) 16 to 40kpbs 

	G.727 
	ITU 
	AEDPCM 

	Codebook Excited Linear Prediction (CELP) Variants: 
	

	G.723.1 
	ITU 
	MPE/ACELP 

	H.728 
	ITU 
	LD-CELP 

	G.729 
	ITU 
	CS-ACELP 

	G.729 
	ITU 
	CS-ACELP 


	Transport

	RTP (RFC 1889) 
	IETF 
	RTP: Real-time transport protocol 

	RTCP (RFC 1889) 
	IETF 
	RTCP: Real-time transport control protocol 

	RTSP (RFC 2324) 
	IETF 
	RTSP: Real-time streaming protocol 


	Gateway Control

	MGCP 
	IETF 
	Media gateway control protocol (Internet Draft) 

	MEGACO 
	IETF 
	MEGACO protocol (Internet Draft) 

	SGCP 
	IETF 
	Simple gateway control protocol (Internet Draft) 

	IPDC 
	IETF 
	IP device control (Internet Draft) 

	H.GCP 
	ITU 
	Proposed recommendations for gateway control protocol 


Table 1 : H.323 protocol suite
Despite the ITU recommendation, however, the Voice over IP Forum in March 1997 voted to recommend the G.723.1 specification over the G.729 standard. The industry consortium, which is led by Intel and Microsoft, agreed to sacrifice some sound quality for the sake of greater bandwidth efficiency-G.723.1 requires 6.3 kb/s, while G.729 requires 7.9 kb/s. Adoption of the audio codec standard, while an important step, is expected to improve reliability and sound quality mostly for Intranet traffic and point-to-point IP connections. To achieve PSTN-like quality, standards are required to guarantee delay and jitter of Internet connections.
The transport protocol RTP, on which the H.323 recommendation is based, essentially is a new protocol layer for real-time applications; RTP-compliant equipment will include control mechanisms for synchronizing different traffic streams. However, RTP does not have any mechanisms for ensuring the on-time delivery of traffic signals or for recovering lost packets. RTP also does not address the quality of service (QoS) issue related to guaranteed bandwidth availability for specific applications. Currently, there is a draft signalling-protocol standard aimed at strengthening the Internet’s ability to handle real-time traffic reliably (i.e., to dedicate end-to-end transport paths for specific sessions much like the circuit-switched PSTN does). If adopted, the resource reservation protocol, or RSVP, will be implemented in routers to establish and maintain requested transmission paths and quality-of-service levels.
Problems

H.323 is to close from the classical telephony model. Thus it offers poor services (for voice, video and data). Moreover, in ITU-T, the operators are implied in the definition of the protocol, so the conception of H.323 is telecommunication-oriented.

An example of call establishment with H.323 is described in Figure 2 [XVIII] :
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Figure 2 : H.323 call establishment example
We immediately see through this figure that numerous protocols are involved in this call initiation. Although H.323 is the recognized historical standard for VoIP, it suffers from a high complexity. This has given rise to alternative protocols that we will study next.
SIP

References

The definition of SIP is in [XIX]. SIP call establishment examples can be found in [XXI] and in [LI]
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[XII]. [XXVII] provides a very good introduction to SIP.

Description

SIP (Session Initiation Protocol) is an application-layer control (signalling) protocol developed by the IETF Multiparty Multimedia Session Control (MMUSIC) working group and since September 1999 in the IETF SIP working group. SIP was first created in March 1999, almost three years after the first release of H.323. It is used for creating, modifying, and terminating sessions with one or more participants. These sessions include Internet telephone calls, multimedia distribution, and multimedia conferences.

SIP invitations used to create sessions carry session descriptions that allow participants to agree on a set of compatible media types. SIP makes use of elements called proxy servers to help route requests to the user's current location, authenticate and authorize users for services, implement provider call-routing policies, and provide features to users.  SIP also provides a registration function that allows users to upload their current locations for use by proxy servers. SIP runs on top of several different transport protocols.

The main characteristics of SIP are :

- its independence of the communication itself, which means that it does not include RTP specifications for example ;

- its ability to discover remote users and establish interactive sessions ;

- it is text-based (similar to HTTP) ;

- it is usually used with SDP (Session Description Protocol) which provides information about a call, such as the media encoding, the protocol port number, multicast addresses, etc. ;
- it does not integrate any quality of service mechanism because it can not depend on transported parameters. However, it may be used with other protocols like RSVP to do the reservation.

Example

A simple exchange illustrated on Figure 3 provides the information to describe the session A wants to setup with B. The INVITE message contains the offer A sends to B, as the OK answer contains the wishes/possibilities of B. ACK is a final validation.
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Figure 3 : SIP call establishment
Like H.323, the communication is realised using RTP/RTCP. The codecs used are also the same. Of course, we may also propose another non-ITU codecs, like speex which provides a good ratio quality/bit rate.

The user agents

The user agents of A and B contain 2 entities :

- a client (UAC : User Agent Client), sends requests and waits for answers ;

- a server (UAS : User Agent Server), receive requests and answer them.

The messages

There are 2 types of messages : requests and answers.

A message has 3 parts :

- the message type (first line),

- a header,

- an optional body, containing data of the transported protocol (for example, SDP, MIME…).

Here is an example containing mandatory fields :

INVITE sip:sandrine@thales.fr SIP/2.0

Via: SIP/2.0/UDP 192.168.6.120:5040

Max-Forwards: 70

From: (Vincent( <sip:Vincent@thales.fr>;tag=192831774

To: (Sandrine( <sip:Sandrine@thales.fr>

Call-ID: a84b4c76e66710@192.168.6.63

Cseq: 213 INVITE

Contact: <sip:192.168.6.63:7689>

Optionally, a body can be added, requesting the two following lines :


Content-Type: application/sdp


Content-Length: 212

Then is added an empty line (for the end of the header), and the body of the message.

Requests and responses

There are 6 types of requests defined in [XIX] :

- REGISTER : to registrar, update info, get info…

- INVITE : call a user to initiate a call

- ACK : confirms the establishment of the session

- CANCEL : cancel the session

- BYE : to end a session

- OPTIONS : ask the servers their capacities (codecs…)

All these requests (except ACK) need an answer. A transaction is composed of a command and a mandatory response (except ACK). The fields From, To, Call-ID, Cseq and Via are taken in the response as they are in the request.

The responses follow the following codes :

	Code
	Meaning
	Example 

	1xx
	Information
	180 : ringing

	2xx
	Success
	200 : OK

	3xx
	Redirection
	

	4xx
	Client error
	484 : wrong address, 404 : not found

	5xx
	Server error
	505 : version non supported

	6xx
	General error
	600 : occupied


Table 2 : SIP answer codes
Every response, except the 1xx, end the transaction. Concerning the 1xx, the server will have to send another answer later to end the transaction. 

Several methods have been added in further RFC :

- INFO method (RFC 2976). This extension enables the transport of control information which are generated during the session. For example, the ISUP and ISDN signalling messages used to control telephonic service calls.

- PRACK method (RFC 3262). The PRACK (Provisional Response ACKnowledgement) extension provides reliable provisional response messages. SIP defines two types of responses, provisional and final. Final responses convey the result of the request processing, and are sent reliably. Provisional responses provide information on the progress of the request processing, but are not sent reliably in RFC 3261.

It was later observed that reliability was important in several cases, including interoperability scenarios with the PSTN. Therefore, an optional capability was needed to support reliable transmission of provisional responses. That capability is provided in this specification. 

PRACK is a message like BYE. Contrary to ACK, PRACK has its own response.

- REFER method (RFC 3515). This extension requests that the recipient REFER to a resource provided in the request. It provides a mechanism allowing the party sending the REFER to be notified of the outcome of the referenced request. This can be used to enable many applications, including call transfer.

Quality of service

UPDATE (see [XX]) is another request. It allows a client to update parameters of a session (such as the set of media streams and their codecs) but has no impact on the state of a dialog. In that sense, it is like a re-INVITE, but unlike re-INVITE, it can be sent before the initial INVITE has been completed. This makes it very useful for updating session parameters within early dialogs.

UPDATE is mainly used to finish the quality of service negotiation, as described in [XXIII]. This functionality will be detailed in the SIP architecture (see last section).

Server

You find several types of SIP Servers :

- User agent server runs on a SIP terminal (could be a SIP phone, a PDA…). As we said above, it consists of two parts : User Agent Client (UAC, initiates requests) and User Agent Server (UAS, responds to requests).

- SIP proxy interprets (if necessary, rewrites specific parts of a SIP request message) before forwarding it to a server closer to the destination. A SIP proxy can have several characteristics :

• SIP proxy is either stateful or stateless. A stateful server remembers its 

queries and answers; it can also forward several queries in parallel (can be 

Transaction Stateful or Call Stateful);

• SIP proxy ignore SDP and don’t handle any media (content)

• Outgoing proxy is used by a user agent to route an outgoing request

• Incoming proxy is a proxy server which supports a domain (receives 

incoming requests)

- SIP redirect server directs the client to contact an alternate URI;

- Registrar server receives SIP REGISTER requests and updates LS;

- Location server (LS) knows the current binding. It is queried by proxies to do their routing. SIP can use DNS SRV (Service) Records to locate (inbound) proxy. Actually, a location server is a generic term for a database.
SOAP

SOAP is a lightweight protocol, being defined within the World Wide Web Consortium (W3C), for invoking methods on servers. SOAP defines a vocabulary in XML that allows heterogeneous components to collaborate to perform services. The use of XML as the data format for the SOAP interface means that implementers are free to represent the data in the language of their choice. Generic XML tools can also be used to support SOAP. The increasing adoption of SOAP on the Internet will enable a new generation of Web Services to be developed. Up until now Web Services have relied heavily on technologies such as CGI and Servlets (see implementation section). 

SIP can be associated with SOAP [XXVI] to enable the easy creation of services like Instant Message Translation Service (see Figure 4), Interactive Customer Response Service, Gift Delivery With Call-back Service… 
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Figure 4 : SIP and SOAP

More generally [LII], SIP facilitates the creation of services (contrary to H.323).

Comparison

SIP is, more or less, equivalent to the Q.931 and H.225 components of H.323. These protocols are responsible for call setup and call signalling. Consequently, both SIP and H.323 can be used as signalling protocols in IP networks. 

A good comparison is provided in [XXV] :

	SIP
	H.323

	PHILOSOPHY

	"New World" - a relative of Internet protocols - simple, open and horizontal
	"Old World" - complex, deterministic and vertical

	IETF
	ITU

	CHARACTERISTICS

	A simple toolkit upon which smart clients and applications can be built. It re-uses Net elements (URLs, MIME and DNS)
	H.323 specifies everything including the codec for the media and how you carry the packets in RTP

	Leaves issues of reliability to underlying network
	Assumes fallibility of network - an unnecessary overhead

	SIP messages are formatted as text. (Text processing lies behind the web and email)
	Binary format doesn't sit well with the internet - this adds complexity

	SIP allows for standards-based extensions to perform specific functions.
	Extensions are added by using vendor-specific non-standard elements

	Hierarchical URL style addressing scheme that scales
	Addressing scheme doesn't scale well

	Minimal delay - simplified signalling scheme makes it faster
	Possibilities of delay (up to 7 or 8 seconds!)

	Slim and Pragmatic
	The suite is too cumbersome to deploy easily

	SERVICES

	Standard IP Centrex services
	Standard IP Centrex services

	Ability to 'fork' calls
	Not possible in the existing standard

	User profiling
	-

	'Unified messaging'
	-

	Presence management
	-

	Unique ability to mix media (e.g. IVR)
	Cannot mix media within a session

	URLs can be embedded in web browsers and email tools
	H.323 has no URL format

	Works smoothly with media gateway controllers controlling multiple gateways - crucial in a multi-operator environment
	"Shoehorn" interworking with SS7 is problematic - H.323 has trouble connecting calls to and from PSTN endpoints

	Seamless interaction with other media - services are only limited by the developers imagination
	Services are nailed-down and constricted - voice only ceiling

	STATUS

	Industry endorsed
	Popularity due to the fact that it was the first set of agreed-upon standards

	Many vendors developing products
	The majority of existing IP telephony products rely on the H.323 suite


Table 3 : SIP and H.323 comparison

Thus, the main advantages of SIP are [XII] :

- scalability. SIP defines a simple core (core proxies are stateless, only edge proxies are stateful). Several functionalities (like the Via and Record-route fields) make the periphery smarter. That is why the core may be a lot bigger without much more complexity ; 

- extensibility. SIP has numerous mechanisms to support extensions. It does not require everyone to implement the extensions ;

- flexibility. It leaves operators the flexibility in how the protocol is deployed ;

- easiness. H.323 defines a complete, vertically integrated system, whereas SIP is single component. It works with RTP but does not mandate it.

SIP is an alternative to H.323. However, it only covers signalling parts of H.323.

VoiceXML

Introduction

The origins of VoiceXML began in 1995 as an XML-based dialog design language intended to simplify the speech recognition application development process. VoiceXML harnesses the massive web infrastructure developed for HTML to make it easy to create and deploy voice applications. VoiceXML 1.0 was published by the VoiceXML Forum, a consortium of over 500 companies, in March 2000. The Forum then gave control of the standard to the World Wide Web Consortium (W3C). The W3C has just published VoiceXML 2.0 as a Candidate Recommendation [XXVIII]. Products based on VoiceXML 2.0 are already widely available.

Description

VoiceXML is designed for creating audio dialogs that feature synthesized speech, digitized audio, recognition of spoken and DTMF key input, recording of spoken input, telephony, and mixed initiative conversations. Its major goal is to bring the advantages of Web-based development and content delivery to interactive voice response applications.
A voice browser typically runs on a specialized voice gateway node that is connected both to the Internet and to the public switched telephone network. The voice gateway can support hundreds or thousands of simultaneous callers, and be accessed by any one of the world's estimated 1,500,000,000 phones, from antique black candlestick phones up to the very latest mobiles.

VoiceXML takes advantage of several trends:

- The growth of the World-Wide Web and of its capabilities. 

- Improvements in computer-based speech recognition and text-to-speech synthesis. 

- The spread of the WWW beyond the desktop computer. 

Architecture and messages

The architectural model of VoiceXML has the following components :

[image: image5.png]Document Server

3
Request

Decument

VoieeXML
Interpreter L2
Context VoiceXML Interpreter
x
x
L2 L2

Implementation Platform





Figure 5 :  VoiceXML architecture
A VoiceXML message example is given below :

<?xml version="1.0" encoding="UTF-8"?> 

<vxml version="2.0" xmlns="http://www.w3.org/2001/vxml" 

  xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" 

  xsi:schemaLocation="http://www.w3.org/2001/vxml 

   http://www.w3.org/TR/voicexml20/vxml.xsd">

<form id="weather_info">

<block>Welcome to the weather information service.</block>

<field name="state">

    <prompt>What state?</prompt>

    <grammar src="state.grxml"  type="application/srgs+xml"/>

    <catch event="help">

Please speak the state for which you want the weather.

    </catch>

</field>

<field name="city">

    <prompt>What city?</prompt>

    <grammar src="city.grxml" type="application/srgs+xml"/>

    <catch event="help">

Please speak the city for which you want the weather.

    </catch>

</field>

<block>

<submit next="/servlet/weather" namelist="city state"/>

</block>

</form>

</vxml>

As SIP and H.323, VoiceXML [II] is a standard. Thus you can not encounter interoperability problems between the systems the correspondents use. One of its main advantages is to provide a “direct” conversation, where both users can talk together.

MGCP

MGCP (Media Gateway Control Protocol) [XXX] was designed to bridge between the conventional circuit-switched PSTN and packet-switched networks. MGCP can be used to set up, maintain, and terminate calls between multiple endpoints. It is a connection-oriented protocol. 

Architecture

MGCP is used for signalling message exchange between a Media Gateway Controller (MGC) and Media Gateways (MG). A MG is a network element that provides conversion between the audio signals carried on telephone circuits and data packets carried over the Internet or over other packet networks. MGCP assumes a call control architecture where the call control intelligence is outside the gateways and handled by the MGC, also called Call Agent. MGCP is, in essence, a master/slave protocol, where the MG are expected to execute commands sent by the Call Agent.

Messages

The MGCP implements the media gateway control interface as a set of 

transactions. The transactions are composed of a command and a mandatory response. The message format [XV] is composed of a command header, optionally followed by a session description. All responses are composed of a response header, optionally followed by a session description. Headers and session descriptions are encoded as a set of text lines, separated by a carriage return and line feed character (or, optionally, a single line-feed character). The headers are separated from the session description by an empty line.

There are eight types of messages :

- CreateConnection (MGC ( MG). Creates a connection between two endpoints; uses SDP to define the receive capabilities of the participating endpoints.

- ModifyConnection (MGC ( MG). Modifies the properties of a connection; has nearly the same parameters as the CreateConnection command.

- DeleteConnection (MGC ( MG). Terminates a connection and collects statistics on the execution of the connection.

- NotificationRequest (MGC ( MG). Requests the MG to send notifications on the occurrence of specified events in an endpoint.

- Notify (MGC ( MG). Informs the MGC when observed events occur.

- AuditEndpoint (MGC ( MG). Determines the status of an endpoint.

- AuditConnection (MGC ( MG). Retrieves the parameters related to a connection.

- RestartInProgress (MGC ( MG). Signals that an endpoint or group of endpoints is take in or out of service.

Example

An example is given Figure 6 below (from [XXIX]).

In this example, a connexion between two RNIS networks goes through an IP network. The MGC (at the centre) has a signalling gateway functionality. The MG convert IP media flows containing the audio data to synchronous 64kbps flows, and vice versa. The signalling protocol used between RNIS and the MGC is based on SS7. Commands between MGC and MG use MGCP.

When the MGC receives the SS7 establishment message IAM (Initial Address Message), it asks for connexion opening using CRCX (Create Connexion) message and transmits the IAM message to the destination. ACK (Acknowledge) is as usual a confirmation message. The MDCX (Modify Connexion) message enables the right-side gateway to send its udp port to the left-side one.

The ACM (Address Complete) and ANM (Answer Message) messages indicate that the user’s phone rings and (respectively) that the user picks up the phone.

The end of the connexion is made by a DLCX (Delete Connexion) message concerning MGCP, and by REL (Release) and RLC (Release Complete) for SS7.
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Figure 6 : MGCP call control

Relation with H.323 and SIP 

In a typical configuration, the distributed gateway system will interface on one side with one or more telephony (i.e. circuit network like PSTN) switches, and on the other side with H.323 conformant systems for example. 

In the MGCP model, the gateways focus on the audio signal translation function, while the Call Agent handles the signalling and call processing functions. As a consequence, the Call Agent implements the "signalling" layers of the H.323 standard, and presents itself as an "H.323 Gatekeeper" or as one or more "H.323 Endpoints" to the H.323 systems. 

While H.323 is the recognized standard for VoIP terminals, the IETF has also produced specifications for other types of multimedia applications, including SDP, SAP, SIP and RTSP. The latter three specifications are in fact alternative signalling standards that allow for the transmission of a session description to an interested party. SAP is used by multicast session managers to distribute a multicast session description to a large group of recipients, SIP is used to invite an individual user to take part in a point-to-point or unicast session, RTSP is used to interface a server that provides real time data. In all three cases, the session description is described according to SDP. The distributed gateway systems and MGCP will enable PSTN telephony users to access sessions set up using SAP, SIP or RTSP. The Call Agent provides for signalling conversion. 

Finally, more than one MGC can be implied in the communication. Indeed, Figure 6 is quite simple. If several MGC are needed for call establishment, after detecting the number, the called MGC determines how to route the call and, using an inter-MGC signalling protocol such as H.323 or SIP, contacts the terminating MGC.

Conclusion 

Many service providers are using MGCP to control IP Centrex phones today because it provides a strong support for features, specially billing, contrary to the terminal-oriented protocols like SIP, H.323 and VoiceXML.

MGCP standardisation has been stopped to give way to Megaco/H.248. Thus, Megaco and H.248 refer to an enhanced version of MGCP.

Megaco

Megaco is essentially quite similar to MGCP from an architectural standpoint and the controller-to-gateway relationship, but Megaco supports a broader range of networks, such as ATM.

Megaco v1/H.248

Megaco (Media Gateway Control Protocol) v1 [XXXI] is the protocol used between elements of a physically decomposed multimedia gateway, i.e., a Media Gateway (MG) and a Media Gateway Controller (MGC). The protocol is the result of continued cooperation between the IETF Megaco Working Group and ITU-T Study Group 16. The present version of Megaco corresponds to the ITU-T recommendation H.248.1. 

Megaco/H.248 owes a large initial debt to the MGCP protocol.

Megaco v2/H.248.1

Megaco v2 is still a draft. [XXXII] is common text with recommendation H.248.1 published by the ITU-T. 

Megaco v2 includes the following new capabilities: 

- ability to audit specific properties, events, signals and statistics 

- ability to indicate that capabilities have changed in the Media Gateway 

- playing a signal on the Root Termination

- limiting the number of repetitions of transaction pending 

- allowing topology to be set per stream 

- ability to audit context properties 

- new Nx64K multiplex type 

- provision for digit buffering when a digit map completes.

In addition, the use of the Modem Descriptor was deprecated. 

SIP-H.323 / MGCP-Megaco comparison

The problem [XXXIII] is to know where to place intelligence. How much signalling should be in the gateway ? From time to time, this debate has swung from "Endpoints are where the action is; they should be smart," to "Interaction is king; best to centralize." 

MGCP enables to centralize intelligence in the Media Gateway Controllers. Used with IP phones, the interest is smaller, as terminals still have to implement a signalling protocol like SIP or H.323. Moreover, MGCP uses SIP or H.323 to make MGC correspond together in order to route calls.


Thus, the main interest of MGCP/Megaco is the interconnection with the PSTN, because it contains conversion functionalities, SS7 signalling… It should be used when at least one terminal is a classical phone based on circuit networks. If both terminals are IP phones, SIP or H.323 contain enough signalling abilities. 

 QoS protocols

Internet, like most packet-mode networks, was not initially made to take the quality of service (QoS) parameters into account. There are three Internet characteristics against QoS : large delay (see recommendation G.144 [VIII]) whereas in voice communication, delays must not exceed 150ms, large jitter (delay variation) and packet loss.

In order to guaranty quality of service, three protocols came up [XLV] :

Intserv & RSVP

Introduction

The integrated services, or Intserv, method of providing quality of service is to use a protocol for explicitly reserving bandwidth on a per flow basis. This protocol is the internet reservation protocol, or RSVP. The Intserv architecture and the application of RSVP are described in IETF RFC2210. 

Intserv


Intserv defines 3 classes of service :

- Guaranteed Service. The aim is to limit delay for inflexible applications. The network guaranties a bandwidth and a maximum transfer delay. However, it offers no guaranty concerning the jitter or the packet lost rate.

- Controlled Load. The only guaranty here is that traffic will not experience congestion. It is meant to be as if the network had little load, using best effort policy.

- Best effort. This is the already existing service in the Internet, with no guaranty.

Intserv contains :

- an admission control, which decides whether a new flow should be accepted.

- a classification, depending on the desired QoS,

- a packet scheduler which sorts the datagrams, respecting the QoS.

RSVP

It is important to distinguish between RSVP itself and Intserv. RSVP [XLI] is a signalling mechanism that is used to realise the Intserv architecture. It is possible to use RSVP for other reasons, one example is RSVP-TE (see below) where it is used to facilitate traffic engineering for MPLS networks, another example is aggregate RSVP that is proposed for realising dynamic Diffserv service agreements. 

When used as part of Intserv, RSVP provides a method for a user to request a particular quality of service for a session, in effect this reserves the bandwidth throughout the network for the duration of the session. 

Reservation process

In the case of a voice session the sender of the voice flow (a SIP client) would send a PATH message through the network to the user (the intended receiver). Each node along the path identifies that the PATH message signifies a new RSVP session and checks its resources before sending on (a possibly modified) PATH message. Each Intserv capable node along the path is required to store a soft state for the session and PATH refreshes must be sent periodically through the network to hold a particular reservation. Once the PATH message reaches the user, the traffic parameters contained within the PATH message are checked and if the user can support such a session, or wishes to modify the session, an RSVP reservation message (RESV) is sent back through the network to the sender. The RESV message actually creates the reservation, not the PATH. Since RSVP reservations are uni-directional this process would have to be carried out in two directions for a bidirectional voice circuit to be established.

Although IP networks are connectionless networks, RSVP provides a mechanism to ensure that the reservation message returns by the same route as the PATH messages, although this route through the network may change over the duration of a session. Each router along the RSVP “route” checks the RSVP reservation message against its available resources and determines whether it can support the reservation request. If it is able to meet the request then the reservation message is sent onwards towards the sender of the data, otherwise an explicit path tear message can be sent clearing the reservation.

Once established an Intserv session must be maintained by each router along the path of the session. RSVP PATH and RESV messages must be sent periodically (the IETF recommends once every 30 seconds) along the path of the session (refresh messages) in order to prevent the soft state timing out in the routers. A given session persists until either it is explicitly torn down or until no refresh messages have been received within a given time period in which case the soft state in the routers times out.
Summary

Thus, RSVP makes end to end resource reservation in simplex mode (unidirectional), path-coupled (signalling messages follow the same way as data), receiver-initiator, soft-state (i.e., the reservation in the routers should be refreshed every 30 seconds).

Intserv is made to provide absolute guaranties. However it requires that all routers between end points support Intserv. It is also bad-suited for short life-time flows. Finally, its service billing is complex.

The main problem of Intserv is its lack of scalability. Indeed, each router is stateful and has to remember each flow specification. A big network core would be immediately overloaded.

Diffserv
Introduction

Diffserv assures a packet distinction by class. Classes are identified by a DSCP encoded in the ToS (Type of Service) field of the IP header. Each node of the network differently processes a packet in function of its class. Classifying, policing and marking functions are made at the entrance of the network. The exceeding packets are smoothed or rejected at the entrance to be compliant with the contract.

Classes 

Diffserv has 3 classes :

- expedited forwarding (EF) : the target is to provide a transfer service equivalent to a virtual dedicated line through the network. The bit rate is constant. The operator certifies this flow will be treated first and foremost. The packet, once inside the network, must not be lost ;

- assured forwarding (AF) : this class includes 4 subclasses. When a packet arrives at a router, it is added in its subclass waiting queue, corresponding to its QoS. There is a first processing priority between these 4 queues. Then, inside a queue, if the router is under congestion, the packets are lost following 3 levels of priority (deep precedence) ;

- best effort (BE) : here, the processing is extremely simplified. When a router buffer is full, the arriving packets are lost.

Comparison

A short comparison between Intserv and Diffserv is made in Table 4 [XXXVIII]:

	Intserv
	Diffserv

	Hard guarantees per flow possible
	Relative guarantees for aggregated flows

	Complex operations at every router in the network
	Complexity only at edge of network, simple core routers

	Router to router signalling needed
	No signalling required (just configuration)

	Problems with scalability
	Good scalability

	Connection-oriented QoS
	Packet-oriented QoS


Table 4 : IntServ & DiffServ comparison
MPLS

MultiProtocol Label Switching, or MPLS [XXXIX], rely on a tag concept, or labels, which facilitates the packet transport through a network. The incoming packets are sent from one router to the next one using routing tables created by routing protocols. The most important idea is that by adding a simple label, the LSR is able to switch a packet much more efficiently, due to a simple forwarding element, in contrast to the IP forwarding based on destination addresses.

The true strength of the MPLS forwarding algorithm is that analysis of the IP packet header only needs to be done once, at the ingress of the MPLS domain by an LER. Once a packet has been assigned to a FEC, forwarding of the packet can be done solely on the labels used by the particular label switch path (LSP).

Figure 7 presents the main components of an MPLS network.
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Figure 7 : MPLS architecture example
FEC

An FEC (Forwarding Equivalent Classes) represents binding a group of packets or flows that require the same handling, like class-of-service. At the entrance of the MPLS network, the first router called LER classifies packets. The FEC represents a group of packets that have the same characteristics for their transport, like same sender/receiver, same QoS…

The FEC is assigned to the packets at the entrance and does not change during the transport through the MPLS network
LER

A LER (Label Edge Router) is an edge router of an MPLS network. It assigns the labels in function of the FEC. At the exit of the network, it removes the label.

LSR

The internal nodes are called LSR (Label Switching Router). They commute the packets looking at the labels they contain. The transmission follows paths (LSP, see below) established before data transmission, or as it goes along. Each LSR builds a table to know how a packet should be transmitted. This table is called LIB (Label Information Base).

LSP

An LSP (label-switched path) is a complete path that has the ability to map incoming MPLS labelled packets to some outgoing action. An LSP is defined for a given packet using its FEC. MPLS has two ways to implement an LSP : 

- hop by hop routing : each LSR chooses the next hop for a given FEC. This method is similar to the one used in actual IP networks. The LSR uses routing protocols like OSPF.

- explicit routing : similar to source routing. The first LSR determines the list of nodes to follow. The specified path may not be optimal. 

Each LSP is unidirectional; therefore, return traffic must use a separate LSP.

LDP

LDP (Label Distribution Protocol) is a protocol enabling the LSR to have the information concerning association of labels with FEC, that created the LSP. The LDP sessions are established between two nodes that may not be adjacent. These nodes exchange these LDP messages : 
- discovery : announces and maintains LSR presence in a network, 
- session : establishes, maintains and ends LDP sessions,

- warning : creates, changes and erases associations between FEC and labels, 
- notification : other information, like signalling an error… 

RSVP-TE

Introduction

RSVP-TE [XI] is a method of establishing a point-to-point LSP. It is an extension of the original RSVP protocol, with new capabilities to support an MPLS domain.  The label itself is carried within the RESV message. 

LSP establishment

LSP establishment is not spontaneous : an edge router initiates the establishment by sending a PATH message. The effective label establishment is made from receiver to sender by the RESV message. In order to maintain the LSP, PATH and RESV messages must be sent regularly. 

Two objects related to routing can be included in the PATH message :

- Explicit routing. The idea of explicit routing is to allow the MPLS packets to be routed independently of classical routing tables built by standard protocols like RIP, OSPF or BGP. Explicit routing with RSVP-TE relies on a source routing. The LSP route is known at the initiator node of the LSP. This node will introduce in its PATH message an EXPLICIT_ROUTE object that will contain the list of nodes the LSP will go through ;

- Record routing. the PATH message can also contain a RECORD_ROUTE object, which must be completed by each router, adding its IP address. Finally, it describes the effective route that has been followed by the PATH message and that will be taken by the data.

Rq : the EXPLICIT_ROUTE and RECORD_ROUTE objects used together enable to pin up the data path. This consists in blocking the path followed by the LSP during all its lifetime.

Figure 8 shows an example [XXXIX] of a downstream allocation mapping of labels. 
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Figure 8 : LSP establishment in RSVP-TE
Label distribution flows in the opposite direction of the LSP flow. In other words, the label bound to a FEC is received from its downstream neighbour.

Characteristics 

RSVP-TE can quickly react to link changes between two neighbours by using a simple hello type mechanism. The main characteristics of RSVP-TE are :

- remains in a soft state, requiring the retransmission of refresh messages in order to maintain an LSP ;

- provides downstream-on-demand label distribution ;

- reserves network resources for explicit LSPs ;

- uses IP datagrams to transport messages between peers instead of using TCP and, therefore, must handle the loss of distribution messages itself.

NSIS 
The NSIS (Next Steps in Signalling) working group is considering protocols for signalling information about a data flow along its path in the network. Based on existing work on signalling requirements, the second NSIS draft [XLII] proposes an architectural framework for such signalling protocols. 

This draft provides a model for the network entities that take part in such signalling, and the relationship between signalling and the rest of network operation. The overall signalling protocol suite is decomposed into a generic (lower) layer, with a separate upper layers for each specific signalling application. 

An initial proposal for the split between these layers is given, describing the overall functionality of the lower layer, and discussing the ways that upper layer behaviour can be adapted to specific signalling application requirements. 

This framework also considers the general interactions between signalling and other network layer functions, specifically routing and mobility. The different routing and mobility events that impact signalling operation are described, along with how their handling should be divided between the generic and application-specific layers. 

This two-layer architecture is summarized in Figure 9 :
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Figure 9 : NSIS layer protocols
NSIS aims at defining a new architecture for signalling protocols. A voice application should be flexible enough to use NSIS. As SIP does not specify any reservation protocol, a SIP phone should be able to work with either RSVP or NSIS.

Concerning SIP and H.323

Integration of these protocols in SIP and H.323 is well described in [XL]. H.323 has the following architecture concerning QoS : 
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Figure 10 : Quality of Service in H.323

Dealing with SIP [XII], we may first observe that Intserv approach offers the highest level of quality for sensitive applications such as voice. For SIP, this means the transparent integration of two forms of signalling : first, the signalling to set up the call (using SIP) and – once the media addresses and codecs are agreed upon – the second, for setting up QoS using RSVP.

We will next study in details how RSVP could be integrated in SIP.

SIP Architecture

As SIP is more suited for our work, we will have a closer look at it through an example including the quality of service functionality described above. We will study through this example the integration of communication establishment and resource reservation in our IP network.

Components

We may find many architectures based on SIP. One is proposed in [XVII]. It describes the interaction of H.323 and SIP, and the interoperability of Internet and PSTN.  We will examine a simpler architecture example using SIP as the initiation protocol. The resource reservation is assured by RSVP. 

This architecture is described on Figure 11 [XLIII] :
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Figure 11 : SIP architecture

This is an IP network. The routers support RSVP functionalities. 

Connexion

The connexion falls into 3 phases :

1) The exchange of session parameters using SIP and SDP
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Figure 12 : SIP call establishment, first step
A and B then have the necessary parameters for resource reservation, i.e. the codecs used and thus enough information to deduce the bandwidth to reserve.

Integration of resource reservation within SDP messages is described in RFC 3312. It is based on 2 state variables : (current status( and (desired status(. The (desired status( is a threshold for the (current status(. The session can not be established until the (current status( reaches this threshold. 

The format is as follow :

current-status = "a=curr:" precondition-type SP status-type SP direction-tag

desired-status = "a=des:" precondition-type SP strength-tag SP status-type SP direction-tag

confirm-status = "a=conf:" precondition-type SP status-type SP direction-tag

precondition-type = ("qos" | token)

strength-tag = ("mandatory" | "optional" | "none" | "failure" | "unknown")

status-type = ("e2e" | "local" | "remote")

direction-tag = ("none" | "send" | "recv" | "sendrecv")

For example, the 2 SDP messages of the precedent exchange are :

INVITE

a=curr:qos e2e none

a=dest:qos mandatory e2e sendrecv

183 session progress

a=curr:qos e2e none

a=des:qos mandatory e2e sendrecv

a=conf:qos e2e recv

// B asks A to confirm its reservation

Rq : here are only represented the last lines of the SDP messages.

2) Resource reservation

The end points (SIP phones) each reserve a unidirectional canal to its correspondent, following the RSVP protocol described before.
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Figure 13 : SIP call establishment, second step
Rq : Figure 13 only represents the resource reservation from A to B. The reservation from B to A is exactly symmetrical.

3) End of the establishment

When resources are reserved, the establishment can finish like this : 
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Figure 14 : SIP call establishment, third step
The messages UPDATE and OK (UPDATE) contain the following SDP information : UPDATE

a=curr:qos e2e send

a=des:qos mandatory e2e sendrecv

OK (UPDATE)

a=curr:qos e2e sendrecv

a=des:qos mandatory e2e sendrecv

We then have the same curr and des preconditions : end to end reservation in both directions send and receive. The session is established, B’s phone rings and B sends a RINGING signal to A’s phone. A then hears in his phone that B’s phone rings and waits for B to pick up his phone.

When B picks it up, he sends an OK to the initial INVITE, A returns an ACK and the communication can now proceed.

Release

At the end of the connexion, the SIP release is simply made by sending a BYE answered by an OK (BYE). 

Rq : RSVP is soft-state, i.e. the PATH-RESV exchange has to be refreshed regularly. This refreshment is automatically made by the RSVP implementation. So, at the end of the connexion, you need to send a special release (teardown) message.

Conclusion

Voice over IP

We see through this study that voice over IP has already several existing solutions. H.323 is the oldest, but it comes from a telecommunication world, including its complicated spirit. More recent protocols created by the IETF facilitate the establishment of communication.

All these solutions still suffer from the main problem coming from the Internet IP network : the lack of quality. Thus, resource reservation and flow classification appeared, but they are quite unused, specially at the Internet world-wide scale.

Perspectives

Dealing with wireless communications, several issues may occur. In particular,  the quality is more critical. Delays and reliability of the connexion are harder to keep. [LXV] provides a study of improving voice quality in wireless LAN. [LXVI] makes a similar study in GPRS environment. 

Finally, [LXVII] gives a solution to the following problem : in GPRS mobile environment, how do base stations handle frequent handoffs and re-routing while trying to keep an RSVP path ? The goal is to minimize handoff resource reservation delays and signalling overheads through a more efficient integration of RSVP.

Choices in the project

For our project, we chose SIP as the communication initiation protocol. Coming with SIP, the SDP protocol will be used to describe the media parameters. 

MGCP is useless, as both terminals are IP phones and use an IP network.

In regard to the QoS, RSVP-TE will make the reservation in an MPLS environment. We will implement the resource reservation in order to always keep the possibility to change protocol. In particular to easily be able to use NSIS for example.

Finally, as terminals do not support RSVP-TE, they will make a remote call through rpcgen mechanism to ask the closest proxy the resource reservation.


Concerning the implementation, we will use the oSIP stack and modify the linphone software to add QoS. Remote calls will be generated with rpcgen. See the following annexe for further information about implementation issues.

VoIP in the world

Japan 

[III]. From the middle of year 2001, VoIP is integrated in high-rate offers (rate that is 8, 12 or 26 Mbit/S, compared to 2 in France). 4.5 million Japanese people were using VoIP in December 2003. 

United States 

[IV]. The first problem is whether VoIP should follow the same laws as classical telephony does, which would imply paying heavy taxes and enabling FBI and justice to tap someone’s phone. 

Italy 

[V]. The FastWeb service provides a 10 Mb/s connexion. The offer contains unlimited national telephony, internet access and television. Each day, more than 3.5 million calls are made using FastWeb.

Annexe : implementations

H.323

One implementation of H.323 is open H.323 project (OPAL). As H.323 is not chosen to be the communication protocol used in our project, no more study has been done concerning H.323 implementations.

SIP

We find several implementations of the SIP protocol [XLVII]
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[XII] :

- CPL (Call Processing Language) was the first API developed for SIP. Strictly speaking, it is not really an API at all, but rather an XML-based scripting language for describing and controlling call services. It is designed to be implemented on either network servers or user agent servers and is meant to be simple, extensible, easily edited by graphical clients, and independent of operating system or signalling protocol.

CPL is engineered for end-user service creation : a CPL interpreter is very lightweight and a server can easily parse and validate a CPL, guarding against malicious behaviour. It is suitable for running on a server where users may not be allowed to execute arbitrary programs, as it has no variables, loops, or ability to run external programs. It has primitives for making decisions and taking actions based on call properties, such as time of day, caller, called party etc.

- SIP-CGI. In the World Wide Web, the Common Gateway Interface (CGI) has served as a popular means of programming web services. CGI scripts have been the initial mechanism to make websites interact with databases and other applications. Due to the similarities between the SIP and HTTP, CGI is a good candidate for service creation in a SIP environment.

Like HTTP CGI, a SIP CGI script resides in the server and passes message parameters through environment variables to a separate process. The process sends instructions back to the server through its standard output file descriptor. SIP CGI is almost identical to HTTP CGI and is particularly suitable for services that contain substantial web components.

A CGI script can be written in Perl, Tcl, C, C++ or Java making it accessible to a large community of developers.

- SIP Servlets look like HTTP servlet, that is a Java application that runs in a Web server or application server and provides server-side processing, typically to access a database or perform e-commerce processing. It is a Java-based replacement for CGI scripts, Active Server Pages (ASPs) and proprietary plug-ins written in C and C++. Servlets are similar to the CGI concept but, instead of using a separate process, messages are passed to a class that runs within a JVM (Java Virtual Machine) inside the server.

SIP Servlets are very similar to HTTP Servlets; they simply enhance the interface to support SIP functions. Because they are written in Java, servlets are portable between servers and operating systems.

- JAIN APIs are being specified as a community extension to the Java platform. By providing a new level of abstraction and associated Java interfaces for service creation across circuit switched and packet networks, JAIN is bridging IP and IN protocols to create an open market.

The objective of the JAIN initiative is to create an open value chain in the provisioning of telecom services by addressing service portability, network convergence and service provider access.

* Service Portability : Write Once, Run Anywhere. JAIN APIs reshape proprietary interfaces to enable truly portable applications.

* Network Convergence : (Integrated Networks) Any Network. JAIN technology allows services to run over any underlying network architecture.

* Service Provider Access, By Anyone ! JAIN APIs specify mechanisms to allow abstracted services direct access to network resources and devices to carry out specific actions or functions.

- JAIN SIP, SIP Lite, SIP Servlets. There are currently three SIP APIs that have either been developed or that are under development within the JAIN initiative: 

* JAIN SIP - JAIN SIP is a low level API that maps directly to RFC 2543 published by the IETF. JAIN SIP is at Final Release and the API specification, Reference Implementation and Technology Compatibility Kit (test suite) can be freely downloaded from the Java Community Process website.

* JAIN SIP Lite - The JAIN SIP Lite API is a high-level API. The goal of this high-level API is to allow application developers to create applications that have SIP as their underlying protocol without having to have an extensive knowledge of the SIP protocol. This will allow developers to rapidly create applications, such as user agent type applications. JAIN SIP Lite is a thin Java API that can be used as a high-level wrapper around the SIP protocol that will provide application developers with an API that is easy to use. 

* SIP Servlets - See the SIP Servlets section above for further information.

- Ubiquity Extends SIP Servlet API. As an extension to the SIP Servlet API, the Ubiquity ASB incorporates a generic event framework. This framework defines the following APIs:

- Parlay. The Parlay Group was formed in 1998 to specify and promote open APIs that "intimately link IT applications with the capabilities of the communications world". Initial efforts have focused on call control, messaging, though the prime focus of Parlay is to allow applications to access the functionality of the telecoms network in a secure way.

The JAIN Service Provider APIs (SPA) define a full industry standard Java technology realization of the Parlay APIs. In addition to Java API specifications, JAIN SPA provide:

 - Java Reference Implementations

 - Technology Compatibility Kit (i.e., Java test suites)

 - A complete API Certification program

An example of how to implement the SIP stack in Java is given in [XLIX]. More generally, in every architecture, you will find the UAS/UAC based on a state machine and a parser. We can find other implementations on [XLVIII]. We will only keep the free (and open-source) ones : 

- Vovida [LXI] is quite complete but unfortunately not fully compliant with RFC 3261. A use of Vovida is detailed in [L] concerning an IP-PSTN gateway.

- GNU Open SIP Library. oSIP [LIII] is another implementation of SIP. Its advantage is to be fully compliant with RFC 3261. In particular, it supports all requests, even the extensions like UPDATE added later. Moreover, several applications use oSIP : partysip [LVI] is an open-source proxy including plugins to enable registrar, redirect, stateful and service provider features. eXosip [LIV] is a top layer of oSIP, making the creation of SIP clients easier. Finally, Linphone [LV] is a SIP phone for gnome/kde using oSIP.

- libdissipate [LVII] also implements SIP. This library was made for Kphone [LVIII], a SIP client for kde.

- live.com [LIX] implements SIP. It is used by playSIP [LX].
VoiceXML

A good introduction to VoiceXML programming can be found at [LXIII]. In fact we did not choose VoiceXML in our solution so this protocol was not completely studied. 

RSVP-TE

As we chose RSVP-TE in our project, we took a look at a way to implement it. An RSVP-TE implementation is proposed in [LXIV]. The problem is that RSVP-TE will only be implemented inside MPLS network. Thus the SIP terminal will not be able to make the RSVP-TE call. That is why remote procedure call (RPC) is needed.
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Figure 15 : RSVP-TE and RPC call
Rq : Figure 15 only describes the RSVP-TE reservation from A to B. As RSVP-TE is unidirectional, if you need to establish a two-way communication between A and B, you will also need to process the B to A reservation.

RPC

RPC (Remote Procedure Call) can be done by several ways, in particular using rpcgen which automatically generates the network interface, or using XML-RPC [LXII]. We will have a closer look to rpcgen.

rpcgen

rpcgen enables a client to call functions located and implemented on a server. rpcgen takes a simple .x file containing the interfaces of the functions implemented on the server. It creates automatically all the files for both the client and the server. You only need to add the implementations of the functions (server side) and the call of these functions (client side). Thus, it is very simple to use.

Annexe 2 : Use of these protocols in the industry

We will see here a few communication companies and how they chose to use VoIP, which protocols they implement and what solutions they give.

Nortel Networks


Nortel Networks [LXVIII] actively works for the elaboration of standard-compliant solutions which would enable the deployment of VoIP technology in companies. In particular, their Internet phones are MGCP and H.323 compliant.
In the IP phones specifications, the call control protocol used is UNIStim used over UDP, but no further information concerning UNIStim has been found.

Wellx


Wellx makes PABX [LXIX]. They explicitly say they use the oSIP stack (described in the implementation annexe) and integrate partysip in their PABX. Thus they are fully SIP-compliant.

Cisco

The call processing software CallManager [LXX] adds telephony functions to companies local networks, like IP phones and voice gateways. 

SCCP (Skinny Client Control Protocol) [LXXI] was developed by Cisco to handle VoIP call set up. It has widespread adoption among IP phone manufacturers, since this is a prominent protocol for use with IP PBXs. Advantages of the SCCP protocol are that it has strong current support for existing PSTN features. Service providers using SCCP have access to broad phone selection, including several lower price phone models that are only available in the SCCP protocol. 

Mitel


Mitel [LXXII] specify in their products specifications that signalling is made by MiNet over tcp. MiNet is actually an enhanced H.323 implementation . Thus, their products are H.323 (v2) compliant. MiNet [LXXI] was developed by Mitel.

Mitel plans [LXXIII] to be also SIP and Megaco/H.248 compliant.
VocalData

VocalData observes [LXXI] that one of the most bedevilling aspects of new technology is the "alphabet soup" of new standards and protocols that confronts anyone planning new products or services.

Thus, in the feature server product category, the main question is, "what protocol should be used to drive the endpoints?" VocalData's position is that there are valid applications and reasons for using all of the protocols. As a result, they support several endpoint protocols : SIP, MGCP, Cisco SCCP and Mitel MiNet.

Alcatel

Both their call server and media gateway (contained in their OmniPCX Office)  [LXXIV] support H.323 (v2) terminals and work with H.323 devices. Thus you can use an H.323 phone or for example Microsoft NetMeeting on a PC.
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